Assessment #1

Privacy, Please! W

ASSESSMENT ONE:

e Knowledge
o T/F It’sagood idea to wipe out your hard drive before getting rid of an old
computer

o T/F Teenagers are safe from identity theft because they have not established a
credit history yet.

o T/F Identity thieves can go to the post office and fill out a change of address form
to have your mail sent directly to their address.

e Comprehension
o List what can happen if your identity is stolen.

e Application

o Summarize at least three different ways an identity thief can steal someone else’s
identity.

e Analysis

o After completing the quiz “How High Is My Risk?”” on pp. 2-3 of the Privacy,
Please! teen guide, examine your results. Identify two behaviors you can change to
help improve your safety and write a paragraph explaining how you will change these
risky behaviors.

e Synthesis

o Create an informational brochure explaining the 19 ways teens can protect their
identity.

e Evaluation

o What do you think is the most convenient way teens can protect their identity?
Defend your response by writing at least one paragraph.
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Answer Key for Assessment #1

Privacy, Please! W

ANSWER KEY FOR ASSESSMENT ONE:

e Knowledge

o TRUE Hard drives may store private information. Wiping out the hard drive will
remove all information that was entered.

o FALSE Teenagers are not safe from identity theft. Since most teens do not have a
credit record, thieves can open brand new accounts using the teen’s name
without the teen ever knowing.

o TRUE Identity thieves can go to the post office and fill out a change of address
form to have your mail sent directly to their address.

e Comprehension (answers will vary, these are some possible answers)
o Consequences of identity theft:

Having to pay for stuff you didn’t buy

+ Not qualifying for cell phone service in your own name

¢ Being denied school loans

+ Being denied car loans

.

.

*

Not getting a job
Being arrested

e Application
o Ways an identity thief can steal someone else’s identity:

(Please refer to pp. 4-5 of the Privacy, Please! teen guide for full explanations of the
following.)

¢ Account redirection
Dumpster diving
Computer spyware
Skimming

Phishing

Pharming

Wireless hacking
Stealing

Shoulder surfing

* & & 6 O O o o
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Answer Key for Assessment #1

W Privacy, Please!

e Analysis

o Does the teen identity two behaviors that can be changed to better protect his/her
identity?

o Did the teen write a well-developed paragraph consisting of a topic sentence, at least
three supporting sentences, and a concluding statement?

e Synthesis

o Did the teen provide 19 tips on how to protect his/her identity? Teens should use p. 7
of the Privacy, Please! teen guide to complete this assessment.

e Evaluation
o Does the teen provide logical reasons and explanations for his/her response?
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Assessment #2

Privacy, Please!

Mooyl LIEKS

ASSESSMENT TWO: Complete this form at the end of the lesson

Things | picked up: Before After
doing the doing the
Privacy, Please! Unit Privacy, Please! Unit
Not at A Pretty | Not at A Pretty
All Little | Well All Little | Well
I understand what can happen if
my identity is stolen
I know how to reduce the risk of
my identity being stolen
I know what to do if my identity is
stolen
Fact or Fiction? Before After
doing the doing the
Privacy, Please! Unit Privacy, Please! Unit
Fact | Fiction | Not Fact | Fiction | Not
Sure Sure

All documents that have personal
information should be shredded
with a cross shredder

Thieves who steal your identity are
often people you know

Thieves can use a Social Security
number to open credit card
accounts, get a driver’s license, and
even to get a job

When someone asks for your
Social Security number, you have
to give it to them

Keeping credit cards, banking
cards, and checks with you at all
times is a good idea
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Assessment #2

W Privacy, Please!

1. The things I liked most about the Privacy, Please! Teen Guide and Activities are:

2. The most important things I learned are:

3. 1will use what I learned by:
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Answer Key for Assessment #2

Privacy, Please! W

ANSWER KEY FOR ASSESSMENT TWO:

Fact or Fiction?

Fact | Fiction

All documents that have personal

information should be shredded X
with a cross shredder

Thieves who steal your identity are X
often people you know

Thieves can use a Social Security X

number to open credit card
accounts, get a driver’s license, and
even to get a job

When someone asks for your

Social Security number, you have X
to give it to them
Keeping credit cards, banking %

cards, and checks with you at all
times is a good idea
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